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Abstract: In the current data access and sharing debate, data interoperability is widely proclaimed as being key for efficiently reaping the economic welfare enhancing effects of further data reuse. Although we agree, the role data interoperability plays for data access cannot be straightforwardly answered. First, data interoperability, as a technical mechanism, is an inherent part of some regulated data access rights. In these particular cases, data interoperability is the key enabler for efficient (re-)use of data. This example shows the relevance of addressing data interoperability within the corresponding obligation of the access right. It also reveals that interoperability becomes key from a market failure perspective if the failure stems from a lack of efficient data use or potential lock-ins. Another example where data interoperability goes hand in hand with data access regimes is digital platforms. However, digital markets have a tendency to “tipping”. Such a tendency is not natural but induced by individual practices, e.g., the obstruction to interoperability. To this end, subjecting dominant online platform companies to additional interoperability obligations and stricter monitoring could be an effective approach to control the abuse of market power. Likewise, the current EC’s ambition to pave the way towards European digital sovereignty highly depends on the design of a data interoperability policy within the context of access to and re-use of data. With this background in mind, our contribution answers the question of when and how data interoperability, as a precondition to data quality, should be addressed by the legislature. The paper brings together the technical, legal and economic aspects of data interoperability, conceptualizing it within the data sharing debate. It first elaborates on the notion of interoperability in the current data access and data governance frameworks. An analysis of the different technical interoperability facilitators and the existent legal framework that may hinder data interoperability in this context follows. The debate of APIs is still ongoing and brings on fundamental questions to the proper functioning of exclusive rights. To what extent could IPRs and trade secret protection encumber data interoperability? What would be the implications of granting IPR or trade secret protection for APIs, both in terms of raising incentives for their provision and with regard to effects on competition? The paper continues by considering the pros and cons of a more normative approach toward data interoperability. Data interoperability should be treated only as a means to an end and not as an end in itself. It should be taken as a part of the broader data sharing and access discussion, reflecting on the positive and adverse effects alike. To this end, a public law approach within the realm of a data governance solution seems more favorable. Such a governance solution could also entail a more consistent solution to conflicting IP, sui generis database and trade secrets protection in data, which is currently not thoroughly and clearly assessed either. These conflicts need a more holistic assessment of overlapping exclusive rights and their re-usability options.
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A. Introduction

In the ongoing debate about how to achieve the full realisation of the data economy, a lack of data interoperability has been rightly identified as a key impediment. A couple of years ago, the International Data Corporation’s report distinguished three main paths followed to solve the lack of data interoperability: First, firms and public bodies increasingly opening up their data via Application Programming Interfaces (APIs) granting access to third parties. Second, specific industry data standards and more high-level architecture standards have been developed to make data easily accessible and transferable. Third, a new category of firms has emerged, which focus on data transformation and provide services directly to end users.

Additionally, future data marketplaces could also act as data normalizers and define standard data models and formats for all the traded data.

From a regulatory perspective, there are different strategies and options to enhance data access, sharing and re-use across society. In the case of regulated data access regimes, what we have noticed is that only thinking about the access right itself is not enough. Data interoperability, as a technical mechanism, is an inherent part of some data access rights.

In such cases, data interoperability is the key enabler for efficient (re-)use of data. Thus, it is important to address data interoperability within the corresponding obligation of the access right. Interoperability becomes key from a market failure perspective if the failure stems from a lack of efficient data use or potential lock-ins.

A clear example where data interoperability goes hand in hand with data access regimes are digital platforms. The use of data is now the world’s biggest business. Some $1.4trn of the combined $1.9trn market value of Alphabet and Facebook comes from users’ data and the firms’ mining of it, after stripping out the value of their cash, physical and intangible assets, and accumulated research and development.

Digital platforms operate a basis for delivering or aggregating services and content from service and content providers to end users. These basic operating principles are found in platforms in a variety of sectors and they are reflected in other definitions of digital (or online) platforms, such as those proposed earlier by the European Commission.

Digital platforms are key enablers of digital trade. They facilitate access to information; they also reduce the traditional friction of matching supply and demand. As such, digital platforms may serve as a driver for innovation. However, several governmental and academic studies have found violations of antitrust, consumer protection and privacy law.

---

1. In the ongoing debate about how to achieve the full realisation of the data economy, a lack of data interoperability has been rightly identified as a key impediment. A couple of years ago, the International Data Corporation’s report distinguished three main paths followed to solve the lack of data interoperability: First, firms and public bodies increasingly opening up their data via Application Programming Interfaces (APIs) granting access to third parties. Second, specific industry data standards and more high-level architecture standards have been developed to make data easily accessible and transferable. Third, a new category of firms has emerged, which focus on data transformation and provide services directly to end users.

2. Additionally, future data marketplaces could also act as data normalizers and define standard data models and formats for all the traded data.

3. From a regulatory perspective, there are different strategies and options to enhance data access, sharing and re-use across society. In the case of regulated data access regimes, what we have noticed is that only thinking about the access right itself is not enough. Data interoperability, as a technical mechanism, is an inherent part of some data access rights.

4. In such cases, data interoperability is the key enabler for efficient (re-)use of data. Thus, it is important to address data interoperability within the corresponding obligation of the access right. Interoperability becomes key from a market failure perspective if the failure stems from a lack of efficient data use or potential lock-ins.

5. A clear example where data interoperability goes hand in hand with data access regimes are digital platforms. The use of data is now the world’s biggest business. Some $1.4trn of the combined $1.9trn market value of Alphabet and Facebook comes from users’ data and the firms’ mining of it, after stripping out the value of their cash, physical and intangible assets, and accumulated research and development.

6. Digital platforms operate a basis for delivering or aggregating services and content from service and content providers to end users. These basic operating principles are found in platforms in a variety of sectors and they are reflected in other definitions of digital (or online) platforms, such as those proposed earlier by the European Commission.

7. Digital platforms are key enablers of digital trade. They facilitate access to information; they also reduce the traditional friction of matching supply and demand. As such, digital platforms may serve as a driver for innovation. However, several governmental and academic studies have found violations of antitrust, consumer protection and privacy law.
These are motivated by certain characteristics of digital platforms, namely, network externalities, economies of scope and their inherent advantages such as access to data. Some giant platforms have occupied a gatekeeper position allowing them to decide on economically dependent ecosystem partners, to determine the conditions for access and to control the consumer interface. Information asymmetries take place, not only between big tech platforms and small businesses and consumers, but also between big tech platforms and governments. A high concentration of market power throughout many different markets, together with certain acquisitions of startups and the potential to leverage data specific competitive advantages, is likely to lead to market foreclosure effects ultimately causing both static and dynamic inefficiencies. In order to reduce the potential leveraging of data power, the idea of imposing data sharing obligations for platforms is currently being discussed. To this end, a good example of how to address the interoperability provision would be the imposition of ex ante rules of conduct for dominant platforms with more stringent interoperability obligations as a potential remedy against the data induced power asymmetries. Subjecting dominant online platform companies to additional interoperability obligations and stricter monitoring could be an effective approach to control the abuse of market power.

Similarly, the current EC’s ambition to pave the way towards European digital sovereignty highly depends on the design of a data interoperability policy within the context of access to and re-use of data. Such a design needs to reconcile the interests of all parties implied and must reflect on the positive and adverse effects of data sharing. The accomplishment of high levels of trust among the participating parties is a key aspect of further incentivizing data sharing. Data trusts and hybrid federated infrastructural models such as Gaia-X, intended to build European Data Spaces will very much depend on a proportionate and clear legal framework for data interoperability.

Technically, data interoperability depends on certain facilitators, namely data standardization and APIs. This paper explores data standardization as a technological enabler of data interoperability considering both positive and negative effects. Yet, the debate about APIs is still ongoing and raises fundamental questions regarding the proper functioning of exclusive rights. To what extent could IPRs and trade secret protection encumber data interoperability? What would be the implications of granting IPR or trade secret protection for APIs, both in terms of raising incentives for their provision and with regard to effects on competition? To this end, there are three key aspects that need to be considered: first, whether APIs, as part of a computer program, can enjoy the same copyright protection; second, what happens if a third party uses the underlying right when establishing data interoperability; and, third, to what extent the user of an API can rely on current exceptions and limitations.

Furthermore, standardization of APIs, working as plug-and-play gateways, could provide better levels of data interoperability, but might as well bring new challenges for competition law as it may expose the party seeking access to potentially share ‘their’ data in return. Opening up APIs by providing plug-and-play solutions may thus contain the risk of inappropriately reinvigorating data-induced market dominance, potentially causing further market foreclosure scenarios. Analyzing how firms use APIs for data transfers and what happens when sensitive data is exposed or the API is hacked are important within the data sharing debate, but would involve further considerations on data protection law, cybersecurity, liability and cross border enforcement that are beyond the scope of this paper.

Our original intention was to assess data interoperability in all regulatory interventions of the EU legislature, which have generated either data governance obligations or data access rights for private actors. However, while we engaged in this endeavour, we realized we needed to take a prior step. That is, to conceptualize data interoperability within the data sharing framework. As a result, this first paper answers the question of when and how data interoperability, as a precondition to data

---

10 On adverse effects of extensive data sharing see e.g. Jörg Hoffmann, Safeguarding Innovation through Data Governance Regulation: The case of Digital Payment Services (2020) 21-25 with further references.
11 This assessment is developed in a second paper to be published soon.
12 Data interoperability is also considered as a precondition for open data. Cf. Laura DeNardis (ed.) “Opening Standards. The Global Politics of Interoperability” (MIT Press 2011).
quality, should be addressed by the legislature and whether amendments in the respective IP and trade secret regimes are necessary.

10 Our conceptualization consists of the following: (1) understanding the notion of interoperability in the current data access and data governance frameworks; (2) comprehending the different technical interoperability solutions; and (3) assessing the existing legal framework pertaining IP rights and trade secrets that may hinder data interoperability in this context.

11 The paper continues with an analysis of whether a more normative approach toward data interoperability could truly help fostering data re-use and thus the full realization of the data economy. We build on the assumption that interoperability should not become another policy on its own. Data interoperability should be considered as a part of a broader data sharing and access discussion and it should always reflect on the positive and adverse effects alike in order to reconcile the different interests implied.

B. Clarifying terms: Interoperability and its enablers, data standardization and APIs

I. Looking for a definition of interoperability

12 Interoperability, like openness, is something that we generally think of as a “good thing”. Yet, an extensive review of definitions in technology, business, policy and legal literature, even of case studies, reveals that there is not one acceptable uniform definition of interoperability. This may bear certain risks with regard to already or future legislative action in this field. As data interoperability and data access are inherently tangled, the use of one or another definition of interoperability might affect the concrete data access regime.

13 Generally speaking, interoperability is a technical mechanism for computing systems to work together – even if they are from competing firms. Yet, one can find several definitions for interoperability in the fields of engineering and computer science literature. Among them, the joint technical committee of the International Organization for Standardization (ISO) and the International Electrotechnical Commission (IEC) defines interoperability as ‘the capability to communicate, execute programs, or transfer data among various functional units in a manner that requires the user to have little or no knowledge of the unique characteristics of those units.’14 It means that interoperability aims to achieve the harmonious working of heterogeneous software products and services that make up the ICT infrastructure, but the needs for interoperability extend beyond this sector.

14 In an even broader view, interoperability is defined by the Institute of Electrical and Electronics Engineers (IEEE) as ‘the ability of two or more systems or components to exchange information and to use the information that has been exchanged.’15 Most recently, in the IoT context, interoperability has been defined as the ability of two systems to communicate and share services with each other.16

15 From a more general perspective, the Oxford Dictionary gives a definition for interoperability as ‘ability to operate in conjunction’. This implies that two interoperable systems can understand one another and use the functionality of each other. From a policy perspective, the Data Commons Framework developed by the Berkman Klein Center does not precisely define interoperability but rightly divides it in different layers: technology, data and format, human and institutional, and organizational, which all imply a certain degree of data standardization.17

16 The EU legislature defined the concept of interoperability for the first time in Recital 12 of the Computer Programs Directive as ‘the ability to exchange information and mutually to use the information which has been exchange’. Some scholars have rightly emphasized that this concept of interoperability as isolated policy on compatible computer programs might no longer be applicable; for instance if we


18 Michael Anthony C. Dizon, “Decompiling the Software Directive, the Microsoft CFI Case and the i2010 Strategy: How to Reverse Engineer an International Interop-
are talking about sharing services over a software system as in the IoT context.

17 The European Commission Expert Report ‘Competition policy for the digital era’ defines three different types of interoperability. ‘Data interoperability’ is according to the report equivalent to data portability but with a continuous potentially real time, access to personal or machine user data. ‘Protocol interoperability’ refers to the ability of two services or products to interconnect, technically, with one another. ‘Full protocol interoperability’ refers to ‘standards that allow substitute services to interoperate, e.g. messaging systems’.

18 Furthermore, the interim report on digital advertising by the United Kingdom’s Competition and Markets Authority (CMA) coined the term ‘content interoperability’ as ‘[the] ability to post content across several platforms simultaneously; the ability to view posts from friends on other social platforms; and how the standards surrounding these features should be developed and monitored.’

19 This vast number of definitions shows that there is no one-size fits-all definition of interoperability, rather it is a very context-specific concept that crosses a wide spectrum of laws, policies and technologies, where standards play a prominent role.

20 One common point of all the previous definitions is that interoperability always denotes the ability of either a system, a product, or a service to communicate and function with other technically different systems, products, or services. Consequently, one of its primary benefits is that interoperability can preserve key elements of alternative technical solutions and thus innovation and competition while ensuring that systems work together. However, one of the tricks to the creation of interoperable systems, products and services is to determine what the optimal level of interoperability will be: in what ways should the systems, products and services work together, work across, and in what ways should they not?

21 The norm in the software industry has been to build distributed systems, which normally began as fully compatible or interoperable. Yet the bigger the firms grow, the less interoperability they allow to reappear network effects and to better reappear others. Designing decentralized or distributed systems are more burdensome, as they require high levels of coordination and investment and involve the setting of standards in collaboration. However,


the building of decentralized and distributed systems keeps gaining traction as it is essential for the deployment of working IoT technologies. The firm needs to balance relevant considerations because allowing for ample interoperability might entail losing the firm’s competitive advantage, while overly restrictive access will struggle to engage with users of the system.

Similar considerations apply to products and services. On the product level, the idea of “device neutrality” arose a few years ago as an essential freedom of users to access digital content and use the applications and operating systems they wish. This means a dissociation of operating systems from devices, which requires device (data) interoperability. The provision of digital services implies the electronic delivery of information, including data and content across multiple platforms and devices like web or mobile. Interestingly, in the field of services, an industry consortium, the Web Services Interoperability Organization, was founded in 2002 and chartered to promote interoperability among the digital services provided across the web.

II. Conceptual frameworks

Conceptual frameworks help us to consider interoperability in different contexts and from different perspectives. It is particularly relevant to understand what syntactic and semantic interoperability are. Overall, because they are like magnetic poles. It is hard to encounter one without the other.

Syntactic interoperability refers to interoperation of the format, as well as the data structure used in any exchanged information or service between heterogeneous entities. An interface needs to be defined for each resource, exposing some structure according to some schema. Web Service Definition Language (WSDL) and RESTful designed APIs are examples. The content of the messages needs to be serialized to be sent over the channel and the format to do so (such as XML or JSON). The message sender encodes data in a message using syntactic rules, specified in some grammar. The message receiver decodes the received message using syntactic rules defined in the same or some other grammar. Syntactic interoperability problems arise when the sender’s encoding rules are incompatible with the receiver’s decoding rules.

Semantic interoperability as defined by the World Wide Web Consortium (W3C) refers to the “enabling of different agents, services, and applications to exchange information, data and knowledge in a meaningful way, on and off the web” The Web of Thing (WOT) addresses the current fragmentation within the Internet of Things by exposing things and systems data and metadata through APIs. But such efforts have been hampered because the corresponding parties need to exchange information about certain aspects –i.e. the disclosure of specifications or the explanation of an implementation - of an API and


The idea was first proposed in 2014 by a member of the Italian Parliament, who proposed a law that should include the users’ freedom to access content and use the applications they wish, provided they are legal, they do not impair safety and security, and they are not in violation of other laws or court orders. A limitation of this freedom by device manufacturers should be examinable on the grounds of anti-consumeristic behavior. See: Mastrolonardo, Raffaele. “Net neutrality could become law in Italy - unless internet users would rather opt out”, ZDNet <https://www.zdnet.com/article/net-neutrality-could-become-law-in-italy-unless-internet-users-would-rather-opt-out/> (accessed 13.09.2020).


Ibid.


Martin Bauer et al, “Semantic Interoperability for the Web
non-technically spoken, many devices do not speak the same language and cannot exchange across different gateways and smart hubs.\textsuperscript{36} If the data generated by systems and products have a defined data format, but the data models and schemas used by different sources are dissimilar, not always compatible, and data representation is not consistent, data communication will not work.

In the context of data sharing, semantic interoperability plays a key role. It is essential for the efficient use of data and for enabling data driven innovation. Data driven innovation builds on the information in the data. Not any data server or constitute data driven innovation, but only information that is implemented on a knowledge level. This already requires syntactic interoperability, which depends on a certain degree of semantics to allow for access and a certain degree of communication. Moreover, the more interoperability of products and services throughout different sectors is demanded, the higher the need for semantics is. With semantic interoperability in place, various corporate data governance systems may work seamlessly together – decreasing cost that may arise due to a lack of interoperability and thus further incentivizes data sharing.\textsuperscript{37} Potential reuse of an already existing technical solution together with less data interoperability conflicts. However, semantic interoperability, seems to not be sufficiently addressed in the current regulatory framework of data governance regimes.

\textbf{III. Enablers of data interoperability}

The main technical enablers to achieve syntactic and semantic interoperability are the following: data standardization and application programming interfaces (APIs). There is a key difference between them. Namely, when a firm chooses one or the other

---

\textsuperscript{36} Therefore, they should not be conceptualized as data standards. Cf. Michal Gal, Daniel Rubinfeld “Data Standardization” NYU Law Review (2019) 750 referring to Oscar Borgogno, Giuseppe Colangelo “Data Sharing and Interoperability: Fostering Innovation and Competition Through APIs” Computer L. & Security Rev. (2019) 8, stating that the most commonly used data standards are Application Programming Interfaces (APIs).

\textsuperscript{37} A significant challenge for data formats relates to how the structure and description of data and metadata (data about data, such as the author or producer of the dataset and the date the data was produced) can be organized consistently. See Luis González Morales, Tom Orrell “Data Interoperability: A Practitioner’s Guide to Joining Up Data in the Development Sector” (2018) 22. <http://data4sgds.org/resources/interoperability-practitioners-guide-joining-data-development-sector> (accessed 13.09.2020). See also: Daan Broader, Dieter van Uytvanck, “Metadata Formats” in The Oxford Handbook of Corpus Phonology (Oxford University Press, 2014).

\textsuperscript{38} See for instance the 2020 guidelines “Interoperabilität durch standardisierte Merkmale” (Interoperability by standardized properties) of the German Mechanical Engineering Industry Association (Verband Deutscher Maschinen-und Anlagenbau – VDMA), which are based on the creation of common semantic attributes and data models. More information at: https://www.vdma.org/v2viewer/-/v2article/render/39746287 (accessed 13.09.20).

these rules is the concept of layers. Protocol layers were conceived in order to divide the duties of a protocol into manageable chunks.\(^{42}\)

29 APIs are a type of computer program interface consisting of sets of functions, procedures, definitions and protocols for machine-to-machine communication and the seamless exchange of data. Conceptually APIs can be divided into “specifications” and “implementations”. Specifications are made of declaring code, but they do not instruct a computer to do anything. Implementations are a set of step-by-step instructions to be used directly or indirectly in a computer in order to bring about certain result.\(^ {43}\)

30 The expansion of cloud computing brought about the rapid development and adoption of a technology referred to as web services. Web services stands as a key technology in terms of allowing computers to communicate machine to machine, server to server and to exchange data. The W3C has defined web services as a software system designed to support interoperable machine-to-machine interaction over a network.\(^ {44}\) Web services technology has transformed digital services. Amazon Web Services (AWS)\(^ {45}\) is the first reference that might come to mind, but all existing digital platforms use web services.\(^ {46}\) A key feature of web services is the degree of interoperability they offer, so that applications can be written in various languages and are still able to communicate by exchanging data with one another, server to server.\(^ {47}\)

31 Looking at the definition of web service (a software system designed to support interoperable machine-to-machine interaction and exchange of data over a network), one might correctly assume that they resemble the definition of APIs (software interface designed for machine-to-machine communication and the seamless exchange of data). Most specialists say that web services are a type of API, which can only be accessed through a network connection.\(^ {48}\) Yet, not all APIs are web services. APIs can be on- or offline. Another central difference is that APIs can utilize any kind of communication convention (communication agnosticism) while web services are restricted. A web service developer has more restrictions in terms of design. However, an API developer can utilize different tools to make its program simpler and less complex or the other way around. Thus, APIs can utilize any kind of communication convention and are not as restricted as a web service is.

32 Maybe that is the reason why a majority of firms providing web services have decided to unilaterally design their own APIs for their web services. These are the so-called “Web-APIs”\(^ {49}\) which allow for data exchange machine-to-machine (or as the Open Data Directive refers to “dynamic data” made available via APIs).\(^ {50}\) The primary intent of web APIs is to exchange (or even modify)\(^ {51}\) data between software systems. Web APIs, same as APIs, can be open or restricted.

33 From a data interoperability perspective, it is relevant to see how much web APIs design rely on semantics. The mostly spread designs are the SOAP specification (Simple Object Access Protocol) and the
REST principles (Representational State Transfer). Web-APIs adhering to the SOAP specification facilitate exchanging structured information in a decentralized, distributed environment. Even if the World Wide Web infrastructure is distributed, as indicated earlier, decentralized and distributed system infrastructures require higher investments than centralized ones due to their complexity. The REST principles appeared as a more flexible approach to build lightweight and fast web and mobile applications and gained popularity over SOAP. REST architecture relies on the idea that any API or web API must comply with certain principles to be certified as “RESTful”. Such design principles or constrains are highly based on data semantics to ensure that the API is predictable and easy to understand and use by a third party invoking it. These design principles also implied the idea of disclosing information, as the API documentation (the specifications) to be RESTful needs to be easily accessible and comprehensible by other firms. The

“Unified API” by the City of London Railway, the use of “REST” APIs by several municipal public transport providers, the “RESTful” API of UBER are examples. In the last two years, another design approach is increasingly being adopted by firms and developers. Instead of using a data protocol or a set of design principles, GraphQL is an open-source data query and manipulation language (a syntax) that describes in steps how to ask for data from the API, preventing excessively large amounts of data from being returned.

34 All these approaches toward effective design of web APIs, by which their main function is data communication machine-to-machine, clearly shows how important and complex the achievement of high levels of semantic data interoperability is. This also becomes necessary for effective data access and reliable data sharing. However, this does not mean that web APIs or APIs based on the principle of any of these designs are open by default. APIs, as it happens with software, offer the dual virtues of practical modular design and precise metering of access. They have become the foundation of almost any digital infrastructure and a critical facilitator for data interoperability –besides data standardization.


“Unified API” by the City of London Railway, the use of “REST” APIs by several municipal public transport providers, the “RESTful” API of UBER are examples. In the last two years, another design approach is increasingly being adopted by firms and developers. Instead of using a data protocol or a set of design principles, GraphQL is an open-source data query and manipulation language (a syntax) that describes in steps how to ask for data from the API, preventing excessively large amounts of data from being returned.

34 All these approaches toward effective design of web APIs, by which their main function is data communication machine-to-machine, clearly shows how important and complex the achievement of high levels of semantic data interoperability is. This also becomes necessary for effective data access and reliable data sharing. However, this does not mean that web APIs or APIs based on the principle of any of these designs are open by default. APIs, as it happens with software, offer the dual virtues of practical modular design and precise metering of access. They have become the foundation of almost any digital infrastructure and a critical facilitator for data interoperability –besides data standardization.

C. The role of data interoperability in data related market failures

35 Data interoperability is the key prerequisite for efficient data sharing and data driven innovation. Indeed, the expected economic and social benefits of data access and sharing are enormous. Data driven innovations have already transformed multiple sectors in the economy and are a new disruptive source of productivity growth. In particular, the advanced use of data analytics and artificial intelligence enables undertakings to scale up their business at much lower costs than in analogue times. Data are the essential inputs for AI applications. Even beyond productivity growth, a greater availability of data can create beneficial spill-overs. Data also has a central role in online markets. Value creation is reinforced through a recursive data capture and data deployment feedback loop, which is enabled by machine learning (ML) technologies.

36 Amidst fierce global competition, AI has become – according to the European Commission - one of “the most strategic technologies of the 21st century”. The EC has already outlined the strategic role the right EU legal framework for AI should play in defining the future we would live in. It is thus of utmost importance that the EC pursues a strategic maneuver with regard to IP and data access innovation policies and AI. This already led to direct market interventions through data access, portability and data governance regulation - some still adhering to competition specific traditional refusal to deal considerations - together with data sharing remedies in both merger control and abuse of dominance cases. Moreover, there are private data sharing initiatives.

37 Yet, there is also a cost to data sharing and re-use. Private firms may incur costs when they share data with parties that can harm their interests. They take data sharing decisions in function of the expected benefits and costs. Furthermore, other negative externalities may arise due to increased data sharing. This implies data protection and data security concerns but potential negative effects of data-induced distortions of competition. Although increased data sharing may create both static and dynamic efficiencies, if it does not go hand in hand with data interoperability considerations, this may also create the ability for undertakings to enter into strategic market foreclosing behavior that bars others from market entry or may eventually lead to anti-competitive market concentrations, such as the so-called digital “gatekeepers” or data-opolies.

38 Regulating data sharing and thus any attempts of the EU and its Member States to directly shape data driven innovation should still reflect on traditional market failure considerations stemming from economic normative regulatory theory. Markets are constituted by the consent of economic citizens to individual transactions and typically do not require centralized coordination in the sense of a centrally planned economy. The legal foundation of markets consists in the freedom-of-contract principle, which is safeguarded by competition law. Decentralized decision making between the parties of the contract is to be favored because individual economic preferences of numerous economic agents would be outvoted in a centralized decision-making process, and this would contradict the principles of individual freedom and self-determination, which are also enshrined in Articles 6, 16 and 17 CFR.

39 In order to assess market failure in data access cases,

63 According to one of the most recent studies conducted by the OECD, data access and sharing can help generate social and economic benefits worth between 0.1% and 1.5% of gross domestic product (GDP) in the case of public-sector data, and between 1% and 2.5% of GDP (in few other studies up to 4% of GDP) when also including private-sector data. See OECD, Enhancing Access to and Sharing of Data (2019), 60.


65 OECD (n. 64), 64


68 For an overview on potential adverse effects see Hoffmann (n. 10) 1-26.


one has to distinguish between personal and non-personal data. Whereas data protection laws may already create high hurdles for switching and create lock-ins, non-personal data cases – particularly in after-market constellations – need a different assessment. On the off chance that it goes to the question whether enough data is really utilized and re-used, the role data pools, data trusts and data marketplaces play as data sharers and data normalizers need to be taken into account. Only if all of these options fail to provide for efficient data use, one may actually identify a market failure. Even though it seems that particularly large platform undertakings are systemically blocking access to data, this does neither mean that this conduct tantamount to an exploitative abuse case nor does it mean that any market operator is anti-competitively excluded from markets. The current discussion on the planned European Digital Markets Act and the 10th Amendment of the German Antitrust Code are looking at both asymmetric access and interoperability obligations exclusively for the undertakings with paramount importance across markets, i.e. gatekeepers.

40 Applying this principle of an open market and competition system to the question of how to regulate access to data and data interoperability, one should note that states should refrain from directly innovation-enabling ex ante regulation going beyond merely safeguarding the well-functioning of open competitive markets. Market considerations build their assumptions on the fact that under conditions of effective competition, rule-based economic freedoms of action lead to results that correspond to positive general welfare effects. One of the prerequisites of a competition system is the primacy of exclusivity and imperfect knowledge that is usually constituted by a property system or factual exclusivity combined with contractual freedoms. These are primary enablers of markets, framed by regulation, which safeguards freedom of competition. Under these circumstances markets evolve spontaneously and usually regulate themselves. Indeed, even though the current platform regulation debate is foreseeing stronger ex ante regulation against platforms with paramount importance across markets, competition as institution should still be the guiding principle for pro-innovation regulation. Competition serves as an incentive for innovation and a means to new discoveries. Translated in the data context, some form of factual exclusivity of data is still a prerequisite for data specific markets and market force led data driven innovation. This also holds true under utilitarian incentive considerations. To this end, it should be kept in mind that data may have high economic and competitive value. Data may thus not only be valuable trade secrets, the aggregation of high value information and the inferred information in ML applications may provide huge competitive advantages. Factual exclusivity over valuable information may be one of the key competition parameters, could also serve as investment incentive, and may attenuate the relevance of IP protection from an AI perspective. Factual data exclusivity and expertise are the key competitive factors with regard to the development of AI.


73 ibid. 5. Cf.


75 This applies to interoperability too. See Wolfgang Kerber, Heike Schweitzer, ‘Interoperability in the Digital Economy’ (2017) 8 JIPITEC 39, 1, 71-75.
Despite potential lack of data sharing, data commons or open data by default – comparable to Ostrom’s ‘commons’⁸¹ considerations – should not be the guiding principle.⁸² Indeed, similar to traditional ‘service public’ considerations in the utilities sectors, data has already widely been recognized as an infrastructure.⁸³ Such reasoning may provide for a justification for broader B2B data access regimes in the EU. Contrary to some (former) existent natural monopolies in the telecommunication or electricity sector however, there is typically no natural monopoly in B2B data specific markets that would justify a universal open data access regime. There are strong data network effects and data specific economies of scope. Yet, data need to have certain correlations in order to really provide for something new on the knowledge level and thus for constituting data driven innovation. Using completely randomized data to train a certain ML model, for example, will not improve its quality.⁸⁴

Notwithstanding the potential positive effects of a lack of data interoperability, a simple access right that does not further reflect on modalities of the sharing of data within a broader data governance framework may fall short of remedying the identified market failure. Data lock-in scenarios may not be entirely solved by simply outlining the privately enforceable obligation of sharing of information in a processable and electronically readable, interoperable, format.

(1999).

Elinor Ostrom, Die Verfassung der Allmende (1999). Even there, one has to assess that efficient cooperation within commons systems only worked for smaller, very restricted cooperation mechanisms.


Looking for structures and regularities in data is not enough to understand or acquire knowledge. Knowledge cannot be derived through induction alone; it requires a theory or a prior framework that can be tested. Humans necessarily predetermine this framework and thus data have to be related – at least to some extent. See R. Vigo, 'Complexity over uncertainty in generalized representational information theory (GRIT): A structure-sensitive general theory of information' (2013) 4 Information 1- 30, 4.

In order to fully reap the advantages of data sharing without causing other negative externalities – particularly privacy and data security related – a broader regulatory approach is necessary. Thereby the transaction costs should also be explicitly considered and thus a public law approach dealing with non-waivable data interoperability obligations may be the favorable way forward.⁸⁵

For instance, what the majority of governmental and academic studies about digital platforms have in common is that economies of scale and traditional and data-driven network effects not only have characterized the evolution of the online system, but also have led to the rise of key online gatekeepers with the potential to foreclose other market participants.⁸⁶ While such a dynamic is welcomed when it delivers greater efficiencies, innovation and quality, disruption is problematic when it challenges the boundaries of law, causing market distortions. In order to ensure a level playing field, there is a public interest in competition rules being applied equally to the market players. In this regard, data interoperability has the potential of becoming a distortion-preventing tool. Among others, the 2018 Study on Abuse for the German Ministry for Economic Affairs and Energy pointed out that digital markets have a tendency towards “tipping”. Such a tendency is not natural but induced by individual practices, e.g. the obstruction to interoperability.⁸⁷

All in all, outlining specific data access rights may not suffice for efficiently reaping the welfare enhancing effects of increased data sharing. To this end, data interoperability has its specific role to play. As efficient re-use of data depends to a high extent on data interoperability, a lack of interoperability or stand-alone interoperability regulation may already provide or hinder efficient data sharing and thus may either efficiently provide for a remedy for the data specific market failure or may prevent the adverse effects of excessive data sharing. Indeed, the negative externalities that come with increased sharing and use of data are typically addressed in specific legal regimes, respectively.⁸⁸ Yet, data

⁸⁵ Cf. on high transaction costs in data trading, Schweitzer, Haucap (n. 72), 6.

⁸⁶ Cf. (n. 6).


⁸⁸ For instance, the current discussion with regard to the European competition policy is focusing on further adapting competition laws for tackling (- or regulating) so-called undertakings with tantamount importance for competition across markets. This is currently discussed in Germany un-
interoporability, the scope and modalities of the data access right and other options of remedying the negative externalities should always be looked at together.

D. APIs: IP and Competition Law considerations

As we have seen, APIs are one of the technical means to facilitate data interoperability. This type of software interface has attracted a lot of attention in the last decades because free implementation of API specifications has been not only essential to realizing fundamental innovations in computing, it is also essential for efficient data sharing and thus data driven innovation. Any firm will be faced with competing options and will need to make trade-off decisions. To maximize the likelihood of an API project succeeding and minimize design delays, the firm should establish a set of guiding principles to address architectural preferences and delivery approaches, this means how to balance the dual virtues of a practical modular design and a precise metering of access. Consequently, APIs are instruments that allow for controlling follow on innovations not only in the software market but in any data-driven market that requires a network (web services or IoT) and the innovation capacities of whole data ecosystems and thus their monetization. In this context, there are three relevant questions that need to be addressed: first, the “appropriation” of APIs through IPRs, where the jurisprudence and academic debate on the copyright protection of APIs remains; second, what happens if a third party uses the underlying right when establishing data interoperability; and, third, to what extent the user of the API can rely on exceptions and limitations.

As to the “appropriation” of APIs, the first question that comes to mind is whether APIs can be the object of an intellectual property right. Copyright protection of APIs has drawn criticism for decades. The Computer Programs Directive makes clear that ideas and principles underlying any element of a computer program, including those which underlie its interfaces, are not protected by copyright. Thus, in principle there is no merger between idea and expression. Web services as long as they are sufficiently original, as were deemed to be those concerning languages or formats.

Furthermore, web services can be considered a computer program that happens to also be an API. A web service, as said earlier, is a technology that accomplishes the task of communicating and exchanging data over a network between two machines. It is expressed in code. The “underlying” function of achieving the communication can be enabled via a web API or via other data standardization means – this is a design decision. Thus, in principle there is no merger between idea and expression. Web services as long as they are original, could be eligible for protection under the Computer Program Directive. In any case, since the Supreme Court of the US admitted the petition made by the CJEU would appear to offer ground in terms of reaching the conclusion that choices for interfaces concerning the implementation of abstract ideas contained in the source code can be sufficiently original, as were deemed to be those concerning languages or formats.

Regardless, having access to API information is of importance to competitors in software dependent markets. As a representative of the US government stated during the Microsoft case: “[t]o control the

API specifications and API implementations, could qualify for protection as independent works subject to the originality threshold. Even if the CJEU gave a purposive interpretation of the Directive so that the functionality of software interfaces (as it is the case with APIs) should not restrict interoperability, the question of protection of APIs as independent works of copyright remains unsettled. As some have rightly pointed out, while data and user interfaces are substantially different from APIs, the interpretation made by the CJEU would appear to offer ground in terms of reaching the conclusion that choices for interfaces concerning the implementation of abstract ideas contained in the source code can be sufficiently original, as were deemed to be those concerning languages or formats.

Contrary to that, the expression of the draft of the 10th amendment of the German Antitrust Code for example.


interface specifications is to control the industry.”94 It is for this reason that the Computer Programs Directive provides for a limited exception to copyright infringement in the case of decompilation95 performed to achieve interoperability. However, the Directive falls short of imposing a positive obligation to disclose interoperability information. At best, the Directive does not enable copyright holders to rely on their copyright and prohibit others from uncovering such information through decompilation when such information is not made available by the copyright holders themselves. Decompilation is a technically complex, costly and time-consuming reverse engineering technique that is best avoided where possible. Article 6 of the Directive codifies the legal position under EU law. It does not require the authorisation of the copyright holder where such action is ‘indispensable to obtain the information necessary to achieve interoperability of an independently created computer program with other programs’96. The indispensability requirement restricts the scope of the copyright exception for the only purpose of achieving interoperability with an independently created program. Three additional conditions must be fulfilled for decompilation to be lawful. First, the performer must be a licensee or a lawful user of the software. Second, the information sought must not be available to the party carrying out the act through any other means (for instance, a refusal to license). Finally, decompilation must be restricted to the parts of the program necessary to achieve interoperability (which in principle might be very difficult to delineate for a third party).97 An additional problem is that for interoperability to take place, the third party needs to exactly adhere to the relevant specifications and decompilation does not guarantee this. Furthermore, decompilation becomes futile if a computer program is provided as a service. Additionally, decompilation is totally useless if the owner of the API modifies the specifications relatively often, as tends to be the case. Another IPR to consider as to the appropriation of APIs are patents. Under the European Patent Convention, computer programs ‘as such’ are excluded from patent protection.98 However, the case law of the European Patent Office (EPO) and the examination guidelines that derive from this case law make it clear that this exclusion does not apply when the computer program has a technical character.99 This limitation to the exclusion100 is the narrow window through which software developers try to push their products to obtain a patent. Traditional APIs, which are part of a computer program, or when the computer program is embedded in a device, could easily be protected under a computer implemented implementation.101 However, APIs could also be considered aspects of the computer program where the invention as a whole does not claim an abstract or non-technical subject matter. If only a portion of code from a computer program that relates to the computer-implemented invention has been used by an unauthorized party, it may not necessarily lead to patent infringement.

50 This might be more problematic in the case of web services as they are a type of technology which happens to also be an API. As in the case of computer programs, while each case depends on its own merits, there is a rather clear line to decide whether an invention has the required technical character: computer programs, or in this case a web service, are methods to accomplish tasks or solve problems (the communication and exchange of data over a network between two machines). As long as the method remains abstract, it cannot be patented under the rules of the EPC even if it runs on a computer. As soon as the method is put to specific, technical use, it will be treated just like any other solution for a problem and subjected to the further patent requirements of novelty and inventive step. This type of protection could be relevant for the web service/API implementation, where the technical effect might take place. The specifications part, which is no more than declaring code, but it is the part that contains essential information for a third party if wants to invoke data interoperability, would not be covered by the scope patent. Conversely, API specifications would not be part of the patent application, nor will they be disclosed.

95 Decompilation is a reverse engineering technique that mainly consists of translating object code into source code.
96 Article 6 Directive 2009/24/EC on the legal protection of computer programs.
98 Articles 52(2) and (3) European Patent Convention.
99 Guidelines for Examination Part G II 3.6; EPO T 1173/97 and EPO G 3/08. The EPO assesses the technical effect without taking into consideration the prior art. Therefore, simply replacing a process or the acts of a human being, which are not considered to be technical, does not suffice to give the invention a technical character. See: EPO T 1227/05; EPO T 1784/06; EPO T 1370/11; EPO T 1358/09.
100 Limitation that one cannot explicitly find in the wording of the EPC.
101 Some examples of patents relating to computer program interfaces can be found in EPO Dec. T 2217/08 (Executable code/Microsoft) and T 1415/07 (Converting graphical programs/National Instruments).
In these cases, a reverse engineering exception for the purpose of achieving interoperability could help. Such an exception only exists in the text of the Agreement of a Unified Patent Court (UPC)\textsuperscript{105}, which entry into force is still unknown. Article 27 regulates the “[L]imitations of the effects of a patent” and its letter (k) states that “the rights conferred by a patent shall not extend to any of the following: (k) the acts and the use of the obtained information as allowed under Articles 5 and 6 of Directive 2009/24/EC, in particular, by its provisions on decompilation and interoperability.”

The main problem here is that, as explained above the decompilation exception is quite complex and, in the end, does not really guarantee that interoperability would be achieved. Additionally, a restrictive interpretation of this limitation in the field of patent brings two additional obstacles. First, only the acts and the use of the information obtained through reverse engineering techniques such a black box analysis\textsuperscript{101} and decompilation\textsuperscript{102} are regulated. The reason is obvious. Copyright protects the expression of the computer program, the code. Reproduction of the code is essential for the program to function. However, the underlying principles of the program, the ideas, fall out of the scope of copyrighth protection. For this reason, observation, studying and testing of the functioning of a program is allowed to a lawful user.

Nevertheless, if patent law needs to provide a limitation over the same acts, would this not mean that functions contained in the code of the program are given patent protection? Would this not be a tacit admission that computer programs “as such” could be within the scope of the patent? There is no need to provide a limitation over something that is already excluded of patent protection. Second, what happens with the acts and the use of information obtained through decompilation? In the copyright case, interoperability information discovered after decompilation can only be used for the creation of an independent program, which interoperates with the one decompiled. How Article 6 Computer Program Directive could be applied in the field of patent law is uncertain. What seems clear is that decompilation as such constitutes an infringement of the exclusive rights of reproduction and adaptation of the computer program (thus the copyright limitation); but in any case, decompilation of a computer program as such could constitute patent infringement. Therefore, how Article 27(k) UPC Agreement would apply to patent cases is extremely difficult to say. If it were merely meant to preserve and shelter the existing copyright limitations, it would seem redundant. If not, it gives more reasons for concern as it would constitute a limitation of which scope is decidedly unclear. On top of that, both possibilities bring a field of more potential national law fragmentation, decreasing the level of legal certainty.

Notwithstanding the fact that terms and conditions to access APIs are more often found in separate contractual annexes to software licenses, seems to suggest that protection of APIs under copyright or patent law is less and less reliable.

Without legal intervention, APIs specifications and API implementations need no disclosure and access to them needs to be requested on a contractual basis. APIs can be ‘open’ or ‘restricted’. In the case of truly “open” API, any third party at any point, under any circumstances, is able to invoke it and the owner will strive to fulfil the request. APIs are often authenticated and typically limited both technically (amount of data transmitted) and through usage policies. Thus, no personal data or security breaches would be made available through an open API. Public-facing APIs are often documented exhaustively, as their primary added value for the system’s owner is in empowering third parties to deliver benefit to the platform by extension as it might encourage adoption.\textsuperscript{103} This is not the case with restricted APIs, where the figure of trade secrets applies for the best candidate of the APIs’ appropriation. Even if the European Trade Secrets Directive (TSD) is a new legal instrument, with very recent implementations by most Member States,\textsuperscript{104} The definition of a trade secret provided by the TSD repeats the wording of Art. 39(2) TRIPS Agreement.\textsuperscript{105} The protection of APIs specifications and implementations as trade secrets is a matter of fact.

---


103 Article 5 (3) Computer Program Directive.

104 Article 6 Computer Program Directive.


106 At the EU level, the trade secrets civil legal protection was harmonised for the first time by the Directive 2016/943/EU on the protection of undisclosed know-how and business information (trade secrets) against their unlawful acquisition of the 8th June.2016.

107 Article 2(1) TSD: “trade secret’ means information which meets all of the following requirements: (a) it is secret in the sense that it is not, as a body or in the precise configuration and assembly of its components, generally known among or readily accessible to persons within the circles that normally deal with the kind of information in question; (b) it has commercial value because it is secret; (c) it has been subject to reasonable steps under the circumstances, by the person lawfully in control of the information, to keep it secret”.
55 From the perspective of a third party, there is normally no limitation on the use of the trade secret once lawfully attained and it is not feasible to differentiate between acquisition and use. However, the TSD is even more restrictive than the decompilation exception of the Computer Programs Directive. It allows reverse engineering where the acquirer is free from any legally valid duty to limit the acquisition of the trade secret. The question is whether the restrictions on the use of information achieved via decompilation, imposed by Article 6 of the Computer Programs Directive could amount to a “legally valid duty” and this would take reverse engineering of a computer program to find its APIs out of the scope of Article 3 TSD. The novelty of the Directive and the actual absence of case law triggers uncertainty on this point.

56 Appropriation of APIs, due to network effects and switching costs, that acting together can cause market monopolization and thus consumer welfare loss, including spurring excessive marketing costs, increasing prices for consumers and increasing barriers to further innovation. On the other hand, one could consider that foreclosing API documentation may unlock downstream innovation and can seed the growth of competitors, but the platform owns the only master key. However, this argument is difficult to stand alone when potentially facing disruptive innovation options. Restricted APIs clearly provide one more opportunity for lock in. This brings us to the refusal to deal cases where the question of using the information for the facilitation of vertical or horizontal interoperability becomes relevant for enabling intra-brand or inter-brand competition. As already outlined above, interoperability has always played a peculiar role in this kind of case. However, access to API information might not always be indispensable when interoperability could be attained by other means, as the CJEU has also ruled. Recently a refusal to deal case in Switzerland about data interoperability information provides a new court practice for these tensions between copyright and competition law.


Article 3 (1) (b) of the TSD defines reverse engineering as observation, study, disassembly or testing of a product or object.

Article 3 (1) (b): “1. The acquisition of a trade secret shall be considered lawful when the trade secret is obtained by any of the following means: (b) observation, study, disassembly or testing of a product or object that has been made available to the public or that is lawfully in the possession of the acquirer of the information who is free from any legally valid duty to limit the acquisition of the trade secret”.


To ensure that their APIs are accessible, firms publish documentation outlining how their API is designed, what kind of information third parties can access, the manner in which they have to make the call to receive a reply, and the terms of use for the API. See, e.g., Microsoft API and Reference Catalog, Microsoft Developer Network, <https://docs.microsoft.com/en-us/previous-versions/iis/microsoft.web/microsoft-api-and-reference-catalog> (accessed 13.09.2020); Google APIs Explorer, Google, <https://developers.google.com/apis-explorer> (accessed 13.09.2020). Sadly, this documentation “is notoriously neglected and often out of date or incomplete, meaning the specifications that set forth purportedly permissible interactions may be incorrect, while other technically possible interactions could be undocumented. See Suzanne Van Arsdale and Cody Venzke, “Predatory Innovation in Software Markets”, Harv. J.L & Tech. 29 (2015) 243, 263 citing Ian Sommerville, Software Engineering (Addison-Wesley, 9th ed. 2011) 64. Documentation is often low priority, so emergency fixes may be made and forgotten, leaving documentation and code unaligned Sommerville at 239.

The General Court also upheld that Article 102 was not applicable because Contact Software’s claimed need for direct access to interoperability information failed to satisfy the indispensability requirement, as Contact Software’s customers could obtain the interface information through a licensing process. However, what is interesting is the assessment of the Court on the relevance of achieving interoperability as to fulfil the indispensability requirement. The Court found that other PDM software vendors (competing with Contact Software) had stated that even without the interface information for CAD software products, they nonetheless reached an interoperability degree of 8/10. The GC agreed with the Commission that this demonstrated that the interface information was not indispensable for Contact Software to compete on the PDM software market.

The decision analyses the relationship of these two legal regimes with respect to decomposition of data interfaces in the credit/debit card payment transactions systems.115 The Swiss Court, in balancing the interests in conflict, prefers a narrow interpretation of the scope of copyright while prominence is given to fair competition. The Federal Court upholds that the principles of the Swiss Cartel Act and the specific provisions of the Copyright Act codifying the decomposition exception to computer programs116 aim at the same objective, therefore the copyright holder should support decomposition when it has pro-interoperability effects. This seems to go even far beyond the Microsoft case.

57 In any case it should be borne in mind that the usefulness of APIs as enablers of interoperability for the firm depends on how to balance the dichotomy of modularity design and access control. This assessment should duly reflect on the fundamental freedom of any firm to freely conduct their business.117

58 On a more radical approach, some have proposed the mandatory opening of APIs in order to reap the entire potential of data driven innovation, completely negating potential utilitarian incentive considerations with regard to the exclusivity and/or excludability of the information in order to safeguard investment protection of firms.118 Therefore, parallel


115 For a detailed analysis of the decision see Rolf Weber, "Data Interfaces: Tensions between Copyright and Competition Law – A New Swiss Court Practice for an Old Problem" GRUR Int. 69(2) (2020) 119-127.

116 Article 21 of the Swiss Copyright Act codifies a broader decomposition exception than the one of the Computer Programs Directive: “Art. 21 Entschlüsselung von Computerprogrammen (1) Wer das Recht hat, ein Computerprogramm zu gebräuchen, darf sich die erforderlichen Informationen über Schnittstellen zu unabhängig entwickelten Programmen durch Entschlüsselung des Programmcode beschaffen oder durch Dritte Personen beschaffen lassen. (2)Die durch Entschlüsselung des Programmcode gewonnenen Schnittstelleninformationen dürfen nur zur Entwicklung, Wartung sowie zum Gebrauch von interoperablen Computerprogrammen verwendet werden, soweit dadurch weder die normale Austrachtung des Programms noch die rechtsmäßigen Interessen der Rechtsinhaber und -inhaberinnen unzutunbar beeinträchtigt werden”.

59 Additionally, APIs normally come with a license contract that enshrines the terms and conditions under which access to the API, to the interface specifications and further additions can be used by developers. From a legal perspective, the legal framework pertaining the licensing contract is thereby relevant and also requires reflection.

60 Lastly, from a competition economics perspective, another issue needs further reflection. The current context of competition law practice builds on the assessment of legal contracts governing prices and terms of deals between undertakings. Highly trained lawyers and judges understand the relevant nuances and can compare them to existing precedents. Yet, determining whether a change to the permissions and usage policies of an API constitutes a thoughtful response to a legitimate security concern, or an anti-competitive act designed to foreclose a competitor, is a different challenge. For instance, assessing whether standardized APIs, working as plug-and-play could inadvertently allow the API provider to get access to additional information from the party

117 Article 16, 6 CFR. .


121 It has an open governance structure under the Linux Foundation.

invoking the API. This could have adverse effects on competition. As this however ultimately depends on the technology itself, more research is needed.

E. Fostering re-usability of data with a normative interoperability approach

Interoperability has been a subject of vivid scholarly debate since the end of the 1980s. It again gained traction in the current policy debate concerning the right legal framework for a data driven economy. The digital package published by the European Commission last February, includes three strategic documents and in all of them, interoperability is mentioned as one of the key aspects.

A year earlier, the European Commission released an Expert Report entitled “Competition policy for the digital era.” The report used the word ‘interoperability’ 105 times and defined three separate types of interoperability for purposes of understanding competition in the digital economy: “protocol interoperability”, “data interoperability”, and “full protocol interoperability”. The interim report on digital advertising by the United Kingdom’s Competition and Markets Authority (CMA) added another term: “content interoperability.”

Interoperability has been a subject of vivid scholarly debate since the end of the 1980s. It again gained traction in the current policy debate concerning the right legal framework for a data driven economy. The digital package published by the European Commission last February, includes three strategic documents and in all of them, interoperability is mentioned as one of the key aspects.

As already outlined above, one of the broadest and fastest evolving discussions brought by the emerging data economy is the need for more data interoperability. It can be found throughout the current policy discussions and legislative proposals regarding facilitating access to data either directly via competition law and sector-specific data access regimes or indirectly through improving data portability. Moreover, the introduction of


124 It should be borne in mind that interoperability also applies to hardware, networking protocols and many other pieces of the information and communications technology stack. However, the greatest focus in current policy debates is on the software side, on the one hand looking at the services internet-connected layer, apps and social networks and the World Wide Web. On the other hand, as a data sharing enabler.


126 Crémer (n. 6).


129 Ibid.

130 See for competition policy Heike Schweitzer, (n. 87); Jacques Crémer, (n. 6); Philip Marsden (n. 6); Monopolkommission, “Control of abusive practices in the digital platform economy” in Biennial Report XXIII (2020).


132 On the regulatory shortcomings of the data portability right of the GDPR see Article 29 Data Protection Working Party, “Guidelines on the Right to Data Portability as last revised and adopted on 5 April 2017” (16 EN, WP 242 rev.01); Com-
new consumer data rights, introducing portability rights for consumers - potentially also relating to industrial non-personal data - addresses the issue.\textsuperscript{133} Even in solutions related to unfair commercial practices laws\textsuperscript{134} – especially in cases of unequal bargaining power between the data claimant and the data holder, i.e. the refusal to grant access to certain data sets may be tantamount to unfair commercial practices – data interoperability needs to be considered.

Despite the ongoing and ever-growing discussion on creating (more) mandatory access and portability rights however, it is crucial to broaden the perspective from merely outlining the obligation to grant access to data. Even though the rights of others to access data or get their data ported correlate with the obligations of data-holders, merely outlining rights without clearly defining the scope of the right and performance needed, simply renders any data access regime insufficient. Therefore, mandatory access alone might not be sufficient for solving the current issues that arise with regard to the actual impediments of innovation and competition enabling function of increased data sharing. This can be seen in already existent data portability and access regimes and in the current debate pertaining digital services of platforms.

Taking the portability right under Article 20 (2), (1) GDPR as an example. There is a broad consensus that so far, the portability right does not lead to efficient solutions. The outlining of the right's scope is already unclear and too short-sighted, and it also insufficiently addresses large technical and other feasibility problems. Admittedly, it may be argued that Article 20 GDPR should not establish high regulatory entry barriers and may thus be a good first step towards breaking up consumer lock-ins. Yet, it also has to be kept in mind that the data portability right due to a lack of clearly outlining the modalities of the portability right simply creates too high transaction costs for consumers. Although it seems to be a common understanding that the data portability right encompasses neither the right for the portability of data in real-time nor does it entail interoperability requirements\textsuperscript{135} for enabling the technical feasibility of data portability, the wording is simply not clear. Although Recital 68 refers to ‘structured, commonly used, machine-readable and interoperable format(s)’ one should bear in mind that recitals are not binding. It is therefore not surprising that the discussion is shifting to the question of how this data portability right in the GDPR can be improved in terms of efficiency.\textsuperscript{136}

Another way interoperability finds the way in the legal sphere is via the scope of the access right itself. Such a right could entail certain technical interoperability obligations that data holders need to comply with in order to perform their access obligation. In the case of vehicle repair and maintenance information (RMI) for instance, the CJEU already ruled that the obligation to provide standardized access to RMI in a standardized format does not entail the obligation for car manufacturers to provide the information in an amenable form to onward electronic processing.\textsuperscript{137} The provided read-only access meets the requirement of ‘unrestricted access in the form of a standardised format’ outlined in Article 6 (1) Regulation (EC) No. 715/2007. The Court’s interpretation of the access obligation enshrined in Article 6 (1) Regulation (EC) No. 715/2007 has an impact on the aftersales services markets. Access

\textsuperscript{133} The differences between data portability and data interoperability become clear when thinking about how competition emerges in practice. In particular, data portability does not port networks, only the personal data of the subject. Even if the user of a social network can port their “social graph” of connections to a competing service, one user only can’t force all of his or her connections to also switch services. Data interoperability, with its real-time functionality, would overcome that gap by allowing users to send messages through the first and second platforms.


to processable information is indispensable for independent suppliers of aftersales services. Without access to processable information on all components used by a manufacturer – containing for each spare part of the manufacturer the part number of their own compatible spare part – independent parts manufacturers can hardly provide repairers with alternative spare parts. On the case at hand, the provided access on the interface of the website displayed authorized original spare parts dealers only. This may eventually not only avoid market entry by independent spare part manufacturers, but independent repairers alike. This may also increase maintenance costs for consumers. The narrow interpretation enables vehicle manufacturers to capture the spare parts hardware markets.

Furthermore, data interoperability could become a legal tool for enabling data access in the realm of current the digital platforms debate. There seems to be a broad consensus among governmental and academic studies that the inclusion of asymmetrical interoperability obligations for dominant platforms (gatekeepers) could help to correct market foreclosures and information asymmetries. This is the approach followed by the European Commission in the Digital Services Act package, as to ensure that gatekeepers’ platforms behave fairly and can be challenged by new entrants and existing competitors, so that consumers have the widest choice, fostering innovation and competition.

However, the existence of already outlined private data access rights is not enough. A public law approach within the realm of a data governance solution seems more favorable. This is because of a lack of feasibility of enforcing the rights due to high transaction costs, legal uncertainty, technical impediments and opposing exclusive rights of others. Such a governance solution could also entail a more consistent solution to conflicting IP, database sui generis, and trade secrets protection in data, which is currently not thoroughly and clearly assessed either. Such conflicts need a more holistic assessment of overlapping exclusive rights and their re-usability options. As stated in the previous section however, solutions should still mirror traditional market failure considerations and need to align the different interests implied. Therefore, data interoperability should be treated only as a means to an end and not as an end in itself.

This holds particularly true as data standards and standardized ways of communication have still not reached high market penetration. The term data governance is already used as micro economic (corporate) data management concept concerning the capability that enables an organization to ensure that high data quality exists throughout the complete lifecycle of the data, and data controls are implemented that support business objectives. The key focus areas of data governance include availability, usability, consistency, data integrity and data security, as well as establishing processes to ensure effective data management throughout the organization such as accountability for the adverse effects of poor data quality; lastly, ensuring that the data, which an organization has, can be used by the entire organization. Data governance strategies are ideally already incorporated at the organizational practices level. They contain a quality control discipline for assessing, managing, using, improving, monitoring, maintaining and protecting organizational information as a proper management system of data. This will not only lead to an increasing consistency and confidence in decision-making, it also maximizes the income generation potential of data (including the avoidance of data silos in different departments and business units, the reduction of errors in data sets and misuse of European Union’s internal market, Inception Impact Assessment” Ref. Ares(2020)2877647 - 04/06/2020 (2020).

---


141 Ian Brown “Interoperability as a tool for competition regulation” (preprint 30 July, 2020) doi: 10.31228/osf.io/fbvx6; Furman (n. 6); Mardsen (n. 6); Stigler Report (n. 6).


data, the establishment of a common understanding of data and the compliance with regulations). Yet, even though data governance strategies might already be incorporated on a micro-level in firms, a lack of data interoperability on a horizontal level between firms due to fragmented data standards and various proprietary APIs, leads to data silos and the balkanization of data. Despite international standardization endeavors and other private and hybrid initiatives, at firms’ organizational levels, data interoperability is insufficiently addressed. As previously mentioned, semantic and syntactic interoperability work like magnetic poles. However, there is still a significant fragmentation at such levels and the communication via technical means, i.e. web-services, OBD ports or APIs, has not achieved the envisioned ambition of making data re-usable. This increases up-front investment in the efficient re-use of the data and raises transactions costs to outweigh a lack of quality data. This in the end may further minimize the incentives to share data. It is to this end where the role of the legislature becomes essential.

71 As sneak peek, our analysis of horizontally applicable data access regimes and of the sector-specific data access solutions shows the need for an even more comprehensive regulatory approach towards data governance solutions that also reflect the importance of potentially regulating data interoperability and standardization and addressing data safety and security issues, for ensuring the effectiveness of data governance solutions. Despite the existence of already outlined private data access rights, a public law approach within the realm of a data governance solution is exactly what seems favourable. This is because of a lack of feasibility of enforcing the rights due to high transaction costs, legal uncertainty, technical impediments and opposing exclusive rights of others.

F. Conclusions

72 Demystifying the role of data interoperability in the access and sharing regimes is a Sisyphus work. Data interoperability is a complex technical issue, and thus another example of how important a good understanding of the technology is. As data interoperability counts with different levels and, as the market failures ought to build upon the ones from data access regimes, it should reflect on the same considerations. This however is currently hard to predict, as the discussion and the policy with regard to data access seems to move towards data commons and away from market force driven solutions that enable data driven innovation. Establishing data interoperability is thereby one of the key ambitions of the EU policy strategy. As data interoperability is also inherently tangled to the data access right, courts may interpret data interoperability in the realm of defining the scope of the access right. Ultimately, data interoperability may also be subject to direct data governance market regulation and thus subject to different regulatory goals, e.g., cyber security, data protection, data sovereignty, competition or data driven innovation.

73 The existence of multiple notions of interoperability may affect its own interpretation in the context of data access rights as well as in further delineating a data governance regulation. Therefore, from a legal policy perspective, a common understanding of data interoperability in the specific legal context is highly desirable. This will help to clearly outline the scope of data interoperability and therefore, would provide for a more coherent delineation of data access regimes when interpreted by courts. This is particularly relevant with regard to a harmonized Digital Single Market and the need of cross-border data flows. It would eventually increase legal certainty and predictability to private actors, thus fostering trust and probably increasing data sharing practices. Additionally, one should always bear in mind that interoperability, even if enshrined in the obligations correlating to data access rights, is still not a legal right or obligation (although it might become one soon). Using it as equivalent to data portability might come at the risk of confusing both. In addition, as explained earlier, it is still under debate what, if any, interoperability requirements the right to data portability of the GDPR entails.

74 In fact, technology may already govern data access and data sharing without legal intervention. If legal intervention takes place however, it may not only affect the efficacy of the access right itself, but also affect the effective enforcement of such right. Thus, interoperability is about to become another example of Lessig’s “code is law”. From this perspective, there is the threat of using interoperability as a goal and not as a means to an end. Pre-designed data interoperability by default is indeed a key enabler for data driven innovation. This however comes with the caveat of adverse effects of a high level of data interoperability. This not only relates to negative effects of data sharing itself – among others privacy or data induced competition concerns. It also relates to a potential hampering of innovation with regard to data and APIs.

75 Additionally, policy makers should bear in mind that APIs are one of the enablers of data interoperability. APIs represent an endpoint interface and are usually designed unilaterally. They are not a give-and-take
agreement and do not require full disclosure. Data standardization is another data interoperability enabler, where the design of data models, data formats and protocols require the agreement of the parties involved, therefore, collaboration and disclosing of information is required.

The EU Commission policy rightly foresees the role of the legislature being one that refrains from fiat and focuses on more flexible regulatory approaches. To this end, fostering the building of hybrid decentralized and distributed infrastructural systems, based on the development of data standards or fostering the standardization of APIs might be a better option than just mandating the full disclosure of APIs. Opening up of APIs as a default rule, without taking market failure considerations into account, negates potential utilitarian incentive considerations with regard to the exclusivity and/or excludability of the information in order to safeguard investment protection of firms.

Therefore, Member States’ initiatives such as Gaia-X or data trusts seem to be a good example of how to achieve high levels of semantic data interoperability (also increasing data quality) and increase data sharing with the use of data standards. Hybrid forms of setting de facto data standards may also have spill-overs. Yet one should keep in mind that not addressing the issue of data interoperability on a multilateral level may have potential negative effects for international firms – despite current claims for a digital sovereignty of the EU.

From a competition economics perspective, traditional considerations with regard to vertical and horizontal interoperability cases may still be applicable in data cases and thus, essential facility considerations. There might be cases however, where the factual data exclusivity (based on a lack of interoperability information disclosure) makes the assessment of potential consumer welfare enhancing effects extremely complicated. Yet, data may be used for multiple other occasions that lack traditional market specific foreclosure scenarios. Data interoperability is always a matter of degree and does not necessarily lead to a market foreclosure of competitors.

As to the appropriation of APIs via IP rights and trade secrets, technological advancements in machine-to-machine communication, i.e., web services, have brought back to the table the need of re-assessing the balance between IP rights and the enabling of the free flow of data in a data driven economy. Even if under utilitarian efficiency considerations IP protection of APIs might be justified, the existing exceptions and limitations are not good enough as they do not ensure a balance between the protection of interests of right holders and third parties. For instance, the decompilation exception is dysfunctional and impracticable. It requires high up-front investments by the legitimate user without any guarantee that it will work; that is, it does not really guarantee that interoperability would be achieved. Additionally, it does not allow for free re-usability of the results.

From a global perspective, the Google v. Oracle case needs thorough attention. Copyrightability of APIs may indirectly affect the competition policy in software dependent markets.

Based on all the above, it seems that there is need for a more comprehensive regulatory approach towards data governance solutions that also reflect the importance of potentially regulating data interoperability and standardization and addressing data safety and security issues, for ensuring the effectiveness of data governance solutions.

These (sector-specific) data governance solutions are favorable as they also have the potential to holistically address the different IP and trade secret protection regimes, e.g., Open Data Directive and database protection. It will also need to reflect on IPRs over means of communications, i.e., APIs, OBD ports, web-services.

Therefore, despite the existence of some private data access rights, a public law approach within the realm of a data governance solution seems favorable. This is because of a lack of feasibility of enforcing the rights due to high transaction costs, legal uncertainty, technical impediments and opposing exclusive rights of others. Within such a data governance solution, conflicts of law and overlapping exclusive rights could be better addressed and aligned. This may provide for more practical, balanced solutions than adapting dysfunctional existing exceptions and limitations in IP and trade secrets regimes. Further elaboration on these solutions and policy recommendations are part of the follow-on study we have conducted, which will soon be published.
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